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1 Innledning

Virksomhets- og gkonomiinstruksen er fastsatt av Kunnskapsdepartementet den 19. desember
2025 jf. reglement for gkonomistyring i staten § 3, andre ledd, og trer i kraft fra 1. januar 2026.
Gjenpart av instruksen er sendt til Riksrevisjonen.

Kunnskapssektorens tjenesteleverandar - Sikt vil heretter i instruksen vaere benevnt som Sikt.
Hensikten med instruksen er a klargjere fordelingen av ansvar og myndighet mellom
Kunnskapsdepartementet og Sikt.

1.1 Instruksens virkeomrade og forhold til skonomiregelverket

Virksomhets- og gkonomistyringen i Sikt skal fglge skonomiregelverket i staten, med mindre det
er innvilget unntak. @konomiregelverket bestar av reglement for gkonomistyring istaten
(heretter kalt reglementet) og bestemmelser om gkonomistyring i staten (heretter kalt
bestemmelsene). Rundskriv fra Finansdepartementet som er fastsatt med hjemmel i
reglementet skal anses som en del av gkonomiregelverket. De aktuelle bestemmelsene i
gkonomiregelverket er ikke gjengitt i instruksen.

Unntak fra gkonomiregelverket innvilges av Finansdepartementet, eller den som
Finansdepartementet delegerer myndighet til. Unntak fra instruksen gis av
Kunnskapsdepartementet. Instruksen er hjemlet i § 3 i reglementet, og er laget som et tillegg til
dette regelverket.

2 Departementets styring av Sikt

2.1 Departementets overordnede ansvar

Sikt er et forvaltningsorgan med seerskilte fullmakter til bruttofaring utenfor statsbudsjettet
(nettobudsjettert virksomhet) og er forvaltningsmessig underlagt Kunnskapsdepartementet.

Kunnskapsdepartementet har ansvaret for etatsstyringen av Sikt, og skal sikre at virksomheten
ivaretar sitt samfunnsoppdrag, oppnar mal og prioriteringer, utnytter tildelte ressurser effektivt,
samt opererer innenfor de lover, regler og rammer som er satt.

Direktgren er virksomhetsleder for Sikt og er beskikket i stillingen pa aremal. Direktaren er tilsatt
av Kunnskapsdepartementet, og departementsraden har personalansvaret for direktgren. Det
giennomfgres arlige medarbeidersamtaler mellom departementsraden og direktgren i Sikt.
Departementet utarbeider kontrakt for direktaren som revideres hvert ar. Kravene i kontrakten
ses i sammenheng med malene i tildelingsbrevet.

2.2 Sikts samfunnsoppdrag, malgrupper og roller

Samfunnsoppdrag

o Sikt skal bidra til at virksomheter og brukere i kunnskapssektoren nar sine mal
o Sikt skal utvikle, forvalte og drifte digitale fellestjenester og infrastruktur
o Sikt skal bidra til sikker digitalisering i kunnskapssektoren og legge til rette forinnovasjon

Malgrupper

Sikts malgruppe og kunder er virksomheter i kunnskapssektoren. Brukere av tjenestene vil vaere
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ansatte eller elever/studenter ved virksomheter i kunnskapssektoren. For enkelte tjenester vil
innbyggere, naeringsliv, ansatte i gvrige offentlige virksomheter og samarbeidspartnere for
ovenstaende virksomheter vaere brukere.

Roller

Leverandgr av fellestienester

Sikt skal veere en foretrukket leverandgr og partner ved & levere gode og kostnadseffektive
digitale tjenester.

Sikt skal levere en helhetlig og sammenhengende digital grunnmur for kunnskapssektoren
og bidra til samarbeid pa tvers av sektorer og landegrenser.

Sikt skal levere tjenester som styrker kunnskapssektoren innenfor informasjonssikkerhet,
personvern og handtering av data.

Sikt skal identifisere og forsta brukerbehov, vaere en padriver for felleslgsninger og bidra
til a realisere strategier og handlingsplaner.

Sikt skal sgrge for drift og videreutvikling av Feide for kunnskapssektoren i samarbeid
med relevante virksomheter og ut fra gjeldende fgringer, eksempelvis gjennom
oppfelging av elD-strategien.

Tilrettelegger for deling og gienbruk av data

Sikt skal legge til rette for dataprodusenter og gjare det enklere a dele og gjenbruke data
og tjenester i kunnskapssektoren og i andre sektorer.

Sikt skal bidra til gkt innovasjon, raskere tjenesteutvikling ogsamfunnsnytte gjennom
etablering av plattformer og infrastruktur for innhenting, registering, sammenstilling og
gjenbruk av data i et digitalt skosystem.

Sikt skal veere padriver for et sikkert og sammenhengende digitalt gkosystem, nasjonalt ag
internasjonailt.

Sektorvist responsmiljg for IKT-sikkerhetshendelser (SRM)

2.3

Sikt har ansvaret for rollen som sektorvist responsmiljg (SRM) for hgyere utdannings- og
forskningssektoren. Denne rollen er beskrevet i NSMs rammeverk for handtering av
digitale angrep og cyberhendelser.

Oversikt over Sikts myndighets- og forvaltningsoppgaver
Ansvar for nasjonal database for vitnemal og dokumentasjon av kompetanse (nasjonal
vithemalsdatabase - NVB), jf. oppleeringsloven § 25-2 og opplaeringsforskrifta § 20-6
Ansvar for portal for deling av vitnemal og dokumentasjon av kompetanse
(vitnemalsportalen), jf. universitets- og hgyskoleloven § 15-1 og universitets- og
hgyskoleforskriften § 10-2
Ansvar for RUST - register for informasjonsutveksling om utestengte studenter, jf.
universitets- og hgyskoleloven § 12-11 og universitets- og hayskoleforskriften § 10-1

Ansvar for GAUS - register for godkjenning av utenlandsk utdanning, jf. universitets- og
hgyskoleloven § 9-9

Ansvar for database for forskningsinformasjon, jf. universitets- og hayskoleloven § 15-2 og
universitets- og hegyskoleforskriften § 10-3
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e Ansvar for utvikling og drift av it-systemet til Samordna opptak

e Ansvar for fellesavtaler med vitenskapelige utgivere som sikrer apen tilgang til
forskningslitteratur

e Ansvar for det nasjonale forskningsnettet og oppgradering av dette

e Utdanningsdirektoratet (Udir) skal legge til rette for at det blir arrangert skolevalg i
videregaende oppleering, samt gjennomfgring av skolevalgsundersgkelse og nasjonal
meningsmaling. Sikt har ansvar for den tekniske gjennomferingen av skolevalg,
skolevalgsundersgkelse og nasjonal meningsmaling. Udir er behandlingsansvarlig og
Sikt er databehandler for Udir. Udir og Sikt skal sammen arbeide med forberedelse og
giennomfgring av skolevalget, inkludert planlegging og utviklingsarbeid.

¢ Innenfor rammen av Kunnskapsdepartementets styringsmodell for informasjonssikkerhet
og personvern i hgyere utdanning og forskning, er Sikt faglig radgiver for
Kunnskapsdepartementet og Direktoratet for hgyere utdanning og kompetanse (HK-dir)
innenfor informasjonssikkerhet og personvern. Sikt er ogséa leverander av
kunnskapsgrunnlag til HK-dir, seerlig med hensyn til risikoforhold og sikkerhetstilstanden i
sektoren.

e Sikt skal bista HK-dir med faglige rad ved utarbeidelse av forslag til sektortiltak innen
informasjonssikkerhet og personvern.

2.4 Styringsdialogen
Den éarlige styringsdialogen mellom Kunnskapsdepartementet og Sikt bestar av felgende
hovedelementer:
- Virksomhets- og gkonomiinstruks
- Tildelingsbrev og supplerende tildelingsbrev med Riksrevisjonen som kopimottaker
- Arsrapport fra Sikt
- Etatsstyringsmgater

- Skriftlig tilbakemelding/referat fra Kunnskapsdepartementet til Sikt med Riksrevisjonen
som kopimottaker

Styringsdialogen skal veere basert pa vurderinger av risiko og vesentlighet og skal vaere
dokumentert. Oppdrag og f@gringer som innebaerer ressurspadrag skal oversendes Sikt i form av
tildelingsbrev eller supplerende tildelingsbrev. Faglig dialog mellom departementet og Sikt
foregar gjennom planlagte kontaktmgater og annen faglig kontakt ved behov. Initiativ til faglig
dialog kan tas av bade departementet og Sikt.

3  Sikts interne styring

3.1 Ansvar og myndighet for ledelsen

Sikt skal ha et internt styringssystem med beskrivelse av roller og ansvar hvor rutiner og
internkontroll er integrert.

Sikt skal fastsette interne regler for gkonomiforvaltningen ved virksomheten i henhold til
gjeldende regelverk og etter de rammer som er satt fra Kunnskapsdepartementet.

Jdkonomiforvaltningen skal inneholde regler om ansvarsforhold og delegering av myndighet.

Direktgren har ansvaret for virksomhetens daglige drift og sgrger for at vedtak truffet av
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Kunnskapsdepartementet og eventuelt andre departementer blir iverksatt.

3.2 Krav til planlegging, gjennomfgring og oppfelging av virksomheten

Sikt skal ha en effektiv og forsvarlig internkontroll. Internkontrollen skal veere tilpasset risiko,
vesentlighet og egenart. Systemet skal dokumenteres. Internkontrollen skal utformes og
giennomfgres slik at den gir rimelig grad av sikkerhet for at Sikt nar de mal som er fastsatt,
utfgrer faste oppgaver og gitte oppdrag, har en effektiv drift, en palitelig rapportering og at lover
og regler fglges.

Sikt skal gjennomfare risikostyring i henhold til gjeldende regelverk og krav fra
Kunnskapsdepartementet. | tillegg til kontroller som anvist i gkonomiregelverket skal det foretas
kontroller pa aggregert niva, herunder avstemminger og budsjettoppfalging. Alle kontroller skal
vaere dokumentert.

Sikt skal ha dokumenterte rutiner for etablering og forvaltning av alle sine prosjekter og
aktiviteter. Alle disposisjoner skal forvaltes og kontrolleres i et elektronisk gkonomisystem som
ivaretar gkonomiregelverkets krav.

Sikt skal bokfgre i henhold til standard kontoplan for statlige virksomheter, og presentere
virksomhetsregnskapet i henhold til de statlige regnskapsstandardene (SRS) og de
retningslinjer departementet fastsetter. Det skal benyttes godkjente systemer og tjenesteytere
der dette finnes. Sikt skal sende inn arsregnskap og delarsregnskap med det innhold og i
samsvar med de krav til oppstilling og presentasjon og innenfor de frister som
Kunnskapsdepartementet fastsetter.

Sikt skal ha rutiner for delegering av budsjettdisponeringsmyndighet og det skal stilles krav til
rapportering.

Forhold som er tatt opp av Riksrevisjonen skal fglges opp sa snart det er mulig. Departementet
skal holdes orientert om vesentlige forhold, og skal std som kopimottaker pa institusjonens brev
til Riksrevisjonen.

Sikt skal uten ungdig opphold varsle departementet nar virksomheten blir kjent med vesentlige
avvik pa eget ansvarsomrade, eller nar virksomheten blir kjent med forhold som er av vesentlig
betydning for virksomhetens maloppnaelse.

4  Andre krav til Sikt

4.1 Offentlige anskaffelser

Sikt skal ha systemer og rutiner som sikrer etterfglgelsen av regelverket for offentlige
anskaffelser. Direktgren ma sikre nadvendig kompetanse og etablere gode rutiner slik at alle
innkjgp gjeres i samsvar med regelverket, og ellers mest mulig effektivt. Innkjgpsarbeidet skal
ogsa innga i ledelsens internkontroll.

4.2 Sikkerhet og beredskap

Sikt skal jobbe systematisk med sikkerhet og beredskap. A ivareta sikkerhet og beredskap er et
lederansvar. Arbeidet med sikkerhet og beredskap skal innga som en integrert del av
virksomheten i den enkelte institusjon. | Styringsdokument for arbeidet med sikkerhet og
beredskap i Kunnskapsdepartementets sektor finner man en oversikt over kravene som stilles til
underliggende virksomheter innenfor de tre sikkerhetsdomenene (1) samfunnssikkerhet og
beredskap, (2) nasjonal sikkerhet og (3) informasjonssikkerhet og personvern.
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https://www.regjeringen.no/contentassets/f856bbb85cf9499cb5fbfb74110b23bc/no/pdfs/styringsdokument_sikkerhet-og-beredskap.pdf
https://www.regjeringen.no/contentassets/f856bbb85cf9499cb5fbfb74110b23bc/no/pdfs/styringsdokument_sikkerhet-og-beredskap.pdf

Lov om nasjonal sikkerhet (sikkerhetsloven) gjelder for alle statlige forvaltningsorganer. Policy
for informasjonssikkerhet og personvern i hgyere utdanning og forskning skal ligge til grunn for
Sikts arbeid med informasjonssikkerhet og personvern. HK-dir har ansvaret for a falge opp
etterlevelsen av policyen. Sikt skal falge opp de anbefalinger som HK-dir gir for arbeidet med
informasjonssikkerhet og personvern. Digitale angrep og cyberhendelser skal handteres og
varsles i samsvar med Nasjonalt rammeverk for handtering av digitale angrep og
cyberhendelser.
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https://www.regjeringen.no/no/dokumenter/f-04-20-policy-for-informasjonssikkerhet-og-personvern-i-hoyere-utdanning-og-forskning/id2769629/
https://www.regjeringen.no/no/dokumenter/f-04-20-policy-for-informasjonssikkerhet-og-personvern-i-hoyere-utdanning-og-forskning/id2769629/
https://eur02.safelinks.protection.outlook.com/?url=https%3A%2F%2Fnsm.no%2Fregelverk-og-hjelp%2Frapporter%2Fnasjonalt-rammeverk-for-handtering-av-digitale-angrep-og-cyberhendelser&data=05%7C02%7CLinda-Johansen.Elmrhari%40kd.dep.no%7C5bef39aec0114c09e0af08de25cf1944%7Cf696e1861c3b44cdbf765ace0e7007bd%7C0%7C0%7C638989768565241677%7CUnknown%7CTWFpbGZsb3d8eyJFbXB0eU1hcGkiOnRydWUsIlYiOiIwLjAuMDAwMCIsIlAiOiJXaW4zMiIsIkFOIjoiTWFpbCIsIldUIjoyfQ%3D%3D%7C0%7C%7C%7C&sdata=lQXeScS6kG54nDvIqqAAMA9NH56f032sHChoumYHV24%3D&reserved=0
https://eur02.safelinks.protection.outlook.com/?url=https%3A%2F%2Fnsm.no%2Fregelverk-og-hjelp%2Frapporter%2Fnasjonalt-rammeverk-for-handtering-av-digitale-angrep-og-cyberhendelser&data=05%7C02%7CLinda-Johansen.Elmrhari%40kd.dep.no%7C5bef39aec0114c09e0af08de25cf1944%7Cf696e1861c3b44cdbf765ace0e7007bd%7C0%7C0%7C638989768565241677%7CUnknown%7CTWFpbGZsb3d8eyJFbXB0eU1hcGkiOnRydWUsIlYiOiIwLjAuMDAwMCIsIlAiOiJXaW4zMiIsIkFOIjoiTWFpbCIsIldUIjoyfQ%3D%3D%7C0%7C%7C%7C&sdata=lQXeScS6kG54nDvIqqAAMA9NH56f032sHChoumYHV24%3D&reserved=0

